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1 HK Purpose
WA RIEEERL, W AREIAIE. W2 SRS PSR RIE B, DRI HE J5 HB S K 4E
N EI (5% . Comply with relevant laws and regulations and keep confidential the information obtained by

the company during certification, approval and verification activities to protect the rights and interests of the

applicant and maintain the company's reputation.

2 JiF Scope
AEEH T AF AR (GRENRREZL. o a L IAFERSMEAN D). This document is
applicable to all EQO staff (Member of the safeguarding impartiality Committee, work in the name of EQO).

3 BR3% Responsibility
DN W) R Loy B A 5T S, AH OC AN U ST IRIEASHLE A AT . All EQO staff should keep

this document be carried out smoothly.

4 3 5EProvision

4.1 FREMEEEFE: Following information must be keep confidential.

a) H1E NI TR ) S04 s Submitted material and document of application.

b) NIE. B8 SZEESHFEREA G R AFEIHRE . SR/ ERE . #HE SR E M
Xid3%; Relevant information, non-conformity reports, audit/inspection reports, validation and verification
reports and related records obtained during certification, validation and verification activities.

c) H1E NERSTIRZ KM S Application required information.

d) Ao A B AR RS A RI{E R our company’s document and reference information.

e) MEKRBETHES (B FEBuEME A ) A% {5 B Other information not from customer,
such as complainer and legal supervisor

) W RIARE R HAR(ES E . Other information related the confidentiality

4.2 {R2(Z B2 . Classification of confidential information
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G EME SRR, W G & e ma s, R e, . — =3, Confidential
information is classified into three categories: high secrecy, medium secret, and general secret, according to
the degree of confidentiality required, the scope involved, and the impact of leakage.

s ARTAEHAR. EEAG, BEAHENER, AMSRAMEME =T

High secret: For users and managers only, no third party may be provided except for legal requirements.

s ITAMAIN G, A EOR TR EIREUN, R E e S P R 4R A .

Middle secret: All employees are required to obtain the approval from the general manager when there is
a requirement for external access.

—f: R E AR, HHMNTA BRGNS SR .

General secret: All employees need to understand that , when external requirements require access, they
need to be approved by the person responsible for quality.

ANEINEFANRGEE (BRZAAER. FeSai. BEAR BRELRE). AE. FE5H%E
BREER (EHETEHE. TRER. yBel. g RikEesE) R TaEER, ArEF .
PRI S N E R, Ar PN, BRI WA S @RS BT REE N — )
fx% {5 & . The company's internal personnel information (including auditors/inspectors, approval and
verification personnel, managers, technical experts, etc.), certification, approval and verification file
information (including application review, program management, on-site information, applicant application
information, etc.) are high-density Information, company procedure documents, work instruction documents,
etc. are classified as medium-confidential information, while company management manuals, external
documents received, internal announcements and notification documents, promotional materials, etc. are
classified as general confidential information.

B 1R %5 (5 B N 2 BEQO-CP17 (ML T U BEAE P ) #E4TE 2. Important confidential
information and general confidential information shall be implemented in accordance with the provisions of]
articles 4.3 to 4.5 of this document; Electronic type confidential information should be managed in accordance
with the EQO-CP17<electronic document control procedure>.

4.3 {R% 2 HE Arrangement of confidentiality
4.3.1 ACHRHEES S, Bz RE 4IRS R S ids, P ITREER ECIEN, AR AA
B EH, WA E DA 77 X8 #F1%# . EQO headquarters and site offices should be

properly kept 4.1 documents, materials and records, and place them in the appointed file cabinets, nobody can

copy or diffuse and spread in any way on any occasion
432 ARNIE. #E SREFENTE, R, rg KA SRR RE NG B BN TAEg i .

Without approval, all staff shall not be allowed to carry confidential information out from workplace, except
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for assessment need.
433 HATIZINIE. H 8 5 EESIN, AN A BE 7 H B A E R B FE
When conducting on-site certification, verification and verification activities, the team leader should declare

the company’s confidentiality regulations to the applicant.
434 NIE. § € SZENAIA KR, EIES P ER &I MBTRE, RriEah 4 R 4%
WiE, PR . All documents and materials borrowed by all members of the certification, validation

and verification team during on-site activities must be paid back in full after the event is over and may not be
retained for other purposes.
4.3.5 NIE. HE SIZE/NHITA L, IS A EAS N4 S FE 5 REBUE A SO BERL.
All members of the certification, validation and verification team are not allowed to request any documents
and information from the applicant in their own name during on-site activities.
4.3.6 FMANIE. € SIZEIESIPT 1R HE 58 B BOR GRS IR
Strictly keep confidential the management and technical information of the applicant learned about
certification, validation and verification activities.
4.3.7 FEMR R0 T BRI v B R R I AR
keep confidential for information when input in EQO work system
4.3.8 NUE. 8 SR AE A KN AR R W18 55 & AZ AL B RUE TS 7 BE B s e 2 7]
Pk Bt AT, 205 BAFER T AR HREFTEIE S VAR, 88 5 A TE s TE B At AL
B PraH MG R, BRES A LA T 245 B LA, #0 T LIRS . The leader of the certification, validation
and verification team should inform the applicant at the final meeting that the organization’s relevant
certificates and statement information will be posted on the company’s website to the public. This information
includes the name of the client, relevant normative documents, certification, and validation and verify the
scope of activities and geographical location. All other information, except information that the client may
make public, will be kept confidential.

439 PFERZEE EHIEE S Note for the disclosure of confidential information:

a) T AR 28 w5 B ARt FA TR . [RIAT PP e 7 S8 B PRI, N2 S TR it 3e8
B, ISR P I [E . When the high secret must be provided to other accreditation bodies, peer
group assessment scheme of the agreement, shall notify the activity to the customer, and get the official
permission of the customer.

b) FEEATIRE TUER T ZAR MR P LA E BN BRAREE A IUE, 5 0 Rk iR B 015 B il
HIFHIRZE 8N N . When fulfill the legal responsibility, need provide the confidential information of the

customer, should notice related customers or person, unless defined in law provision.
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c) WNE T USNASRIE Cnddivds . NI RIS HR T8 7 1015 B R % IR (5 B AL #E
Information about customers obtained from sources other than customers (such as investors and
regulators) shall be treated as confidential information

4.4 {R% 7 confidentiality commitment

4.4.1 AFPA N R B NEFHEQO-CP08-01 (AIEME SIRE AW IR A X5 8 T URE

EQO all staff should sign the EQO-CP08-01 <Impartiality and confidentiality undertaking>, and assure

keeping relevant information confidential.

442 Z5iINIE. %€ SZEENN BESINEZIHT A2~ 1S IR A&

Personnel involved in certification, validation and verification activities should make a commitment to

impartiality and confidentiality before participating in the activities.

443 FEIE. #ESZEEST, AERIMERVGE. HESZEANRBERSHEN (EEINER

G MR ZR, MRS IS NRMESNE N 1Lk S sOR A T EEN A RIS S, AR H

EARFEIE. S, AN R [EEES 5 GNIE ., B8 5% 805 3 B RE Rl - 5 3 kL.

In certification, validation and verification activities, in order to avoid an interest relationship between

external certification, validation and verification personnel or experts and the applicant (or certified

applicant), the professional background information of the external personnel should be provided to the

applicant in advance and institution information to obtain the applicant’s consent. Otherwise, external

personnel should avoid participating in relevant certification, approval and verification activities or have no

access to relevant documents and information.

4.5 JLi A E TG B R TR ADTT . A FPRARIE S R E S T HATBUE 7> B R IB AR T

Whoever in violation of these provisions and cause consequences shall undertake the responsibility. EQO

will punish the responsible person and investigate legal responsibility.

% 5 i RERE | (ZRRMAERRAS
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